
SPECIFICATION FOR FIRE ALARM SYSTEM




PART 1 –  GENERAL

PART 1 –  SUMMARY

1. This Section covers fire alarm systems, including initiating devices, notification appliances, controls, and supervisory devices.

2. Work covered by this section includes the furnishing of labor, equipment, and materials for installation of the fire alarm system as indicated on the drawings and specifications.

3. The Fire Alarm System shall consist of all necessary hardware equipment and software programming to perform the following functions:

a. Fire alarm system detection and notification operations.

b. Control and monitoring of elevators, smoke control equipment, door hold-open devices, fire suppression systems, emergency power systems, and other equipment that is being indicated in the drawings and specifications.  Network fire alarm control units shall include all features as described in this specification for stand-alone FACUs and shall have network communication capabilities as described herein.

a.  All points monitored and controlled by a single node shall be capable of being programmed as "Public". Each point made public to the network may be programmed to be operated by any other node connected to the network.

b.  Network communications shall be capable of supporting "point lists" that can be handled as though they were a single point.

c.  The network shall provide a means to log into any node on the system via a laptop computer  and have complete network access (Set Host) for diagnostics, maintenance reporting, and information gathering of all nodes in the system. 

d. The means shall include the capability to log into any node on the system via TCP/IP Ethernet network communications protocol compatible with IEEE Standard 802.3. Ethernet access to any fire alarm panel shall be capable of providing access only to authenticated users through a cryptographically authenticated and secure SSL tunnel. Provisions for a standard RJ-45 Ethernet connection to the owner’s Ethernet network must be provided at each node as part of the contract.   Systems not meeting this requirement must provide all diagnostic tools required to support this function from selected points on the network. 

e. This Section covers fire alarm systems, including initiating devices, notification appliances, controls, and supervisory devices.

PART 1 –  RELATED DOCUMENTS

1. Drawings and general provisions of the Contract, including General and Supplementary Conditions, apply to this section.

2. The work covered by this section is to be coordinated with related work as specified elsewhere in the specifications. 

3. System Installation, Operation, Service and local Fire Authorities Codes requirements:

4. NFPA 72, National Fire Alarm Code

5. Local Fire Authorities Adopted Codes and Standard

6. Product Performance Standards

a. UL 864, Fire Detection and Control (UOJZ), 

b. Minimum UL268 6th Edition for Detectors 

c. FM Approved for both Network Panels, Graphic Station and all addressable Field Devices

d. Requirement of Fire Authorities the country.
1.3. SUMMARY NETWORK COMMUNICATIONS
1. Network node communication shall be through a token ring, hub, or star topology configuration, or combination thereof.

2. A single open, ground or short on the network communication loop shall not degrade network communications. Token shall be passed in opposite direction to maintain communications throughout all network nodes.  At the same time the status of the communication link shall be reported.

3. If a group of nodes becomes isolated from the rest of the network due to multiple fault conditions, that group shall automatically form a sub-network with all common interaction of monitoring and control remaining intact. The network shall be notified with the exact details of the lost communications.

4. Network pathway can utilized hardwired with no repeater allowed or fiber optic either Single or Multimode, however if fibre optic is indicated, the preference is to  use single mode instead of Multi mode to future proof the building investment and syncronise with other low voltage systems in the building.
5. The communication method shall be NFPA 72 Class X Pathway.

6. Network Synchronization of Notification Appliances 

a. The fire alarm and emergency communications network shall be capable of providing UL Listed synchronization across all the notification appliance circuits for all panels on a network loop in accordance with the requirements of UL 1971.

b. Systems that require all notification appliances to be connected to a single panel for synchronization thus creating a potential single point of failure shall not be acceptable.

c. Up to 99 panels on a network loop shall be capable of UL Listed synchronization of all notification appliance circuits across the network loop in accordance with the requirements of UL 1971.

d. Should network communications be disrupted, re-synchronization shall occur across all nodes that continue to communicate together after network re-initialization is completed and restored to affected nodes.
1.4. ACCEPTABLE EQUIPMENT AND SERVICE PROVIDERS

1. Manufacturers: The equipment and service described in this specification are those supplied and supported by Tenderer directly

2. Subject to compliance with the requirements of this specification, provide alternate products by one of the following:

a. Simplex Brand or equivalent.
b. Others with Minimum Latest UL 864 Listing and able to comply to FM Listing as well.

c. No Software Addressing accepted.

3. Alternate products must be submitted two weeks prior to bid for approval. 
4. Alternate or as-equal products submitted under this contract must provide a detailed line-by-line comparison of how the submitted product meets, exceeds, or does not comply with this specification.

5. The equipment and service provider shall be a nationally recognized company specializing in fire alarm and detection systems. 
6. This provider shall employ factory trained and certified technicians as per NFPA72 chapter 10, and shall maintain a service organization within 20Km of this project location. 
7. The equipment and service provider shall have a minimum of 10 years experience in the fire protective signaling systems industry.

1.5. SYSTEM DESCRIPTION

1. General: Provide a complete, addressable microprocessor-based fire alarm system with initiating devices, notification appliances, and monitoring and control devices as indicated on the drawings and as specified herein.

2. Software: The fire alarm system shall allow for loading and editing instructions and operating sequences as necessary. 
3. The system shall be capable of on-site programming to accommodate system expansion and facilitate changes in operation. 
4. All software operations shall be stored in a non-volatile programmable memory within the fire alarm control unit. Loss of primary and secondary power shall not erase the instructions stored in memory. 
5. System shall be capable of storing dual configuration programs with one active and one in reserve. Panel shall be capable of full system operation during a new configuration download.

6. History Logs: The system shall provide a means to recall alarms and trouble conditions in chronological order for the purpose of recreating an event history. A separate alarm and trouble log shall be provided.

7. Recording of Events: Record all alarm, supervisory, and trouble events by means of system printer. 
8. The printout shall include the type of signal (alarm, supervisory, or trouble) the device identification, date and time of the occurrence. The printout differentiates alarm signals from all other printed indications.
1. Wiring/Signal Transmission:

1. Transmission shall be hard-wired using separate individual circuits for each zone of alarm operation, as required or addressable signal transmission, dedicated to fire alarm service only.

2. System connections for Addressable Initiating circuits shall be Class A (4 Wire) and notification appliance circuits shall be Class B(2 Wire)

3. Circuit Supervision: Circuit faults shall be indicated by a trouble signal at the FACP. Provide a distinctive indicating audible tone and alphanumeric annunciation.

2. Network communication:

1. Network node communication shall be through a token ring, hub, or star topology configuration, or combination thereof.

2. A single open, ground or short on the network communication loop shall not degrade network communications. Token shall be passed in opposite direction to maintain communications throughout all network nodes.  At the same time the status of the communication link shall be reported.

3. If a group of nodes becomes isolated from the rest of the network due to multiple fault conditions, that group shall automatically form a sub-network with all common interaction of monitoring and control remaining intact. The network shall be notified with the exact details of the lost communications.

4. The communication method shall be NFPA 72 Class A(4 Wire).
1.15. The following are required system functions and operating features:

1. Priority of Signals: Fire alarm events have highest priority. Subsequent alarm events are queued in the order received and do not affect existing alarm conditions. Priority Two, Supervisory and Trouble events have second-, third-, and fourth-level priority, respectively. Signals of a higher-level priority take precedence over signals of lower priority even though the lower-priority condition occurred first. Annunciate all events regardless of priority or order received.

2. Non interfering: An event on one zone does not prevent the receipt of signals from any other zone. All zones are manually resettable from the FACP after the initiating device or devices are restored to normal. The activation of an addressable device does not prevent the receipt of signals from subsequent addressable device activations.

3. Annunciation: Operation of alarm and supervisory initiating devices shall be annunciated at the FACP and the remote annunciator, indicating the type of device, the operational state of the device and shall display the custom label associated with the device.

4. Selective Alarm: A system alarm shall include:

Indication of alarm condition at the FACP and the annunciator(s).

Identification of the device /zone that is the source of the alarm at the FACP and the annunciator(s).

5. Supervisory Operations: Upon activation of a supervisory device such as a fire pump power failure and tamper switch, the system shall operate as follows:

Activate the system supervisory service audible signal and illuminate the LED at the control unit and the remote annunciator.

Pressing the Supervisory Acknowledge Key will silence the supervisory audible signal while maintaining the Supervisory LED "on" indicating off-normal condition.

Record the event in the FACP historical log.

Transmission of supervisory signal to the supervising station.

Restoring the condition shall cause the Supervisory LED to clear and restore the system to normal.

Alarm Silencing: If the "Alarm Silence" button is pressed, all audible alarm signals shall cease operation.

6. System Reset

The "System Reset" button shall be used to return the system to its normal state. Display messages shall provide operator assurance of the sequential steps "IN PROGRESS", "RESET COMPLETED" as they occur.  The system shall verify all circuits or devices are restored prior to resetting the system to avoid the potential for re-alarming the system.  The display message shall indicate "ALARM PRESENT, SYSTEM RESET ABORTED."

7. Should an alarm condition continue, the system will remain in an alarmed state.

A manual evacuation (drill) switch shall be provided to operate the notification appliances without causing other control circuits to be activated.

8. WALKTEST: The system shall have the capacity of 8 programmable passcode protected one person testing groups, such that only a portion of the system need be disabled during testing.  The actuation of the "enable one person test" program at the control unit shall activate the "One Person Testing" mode of the system as follows:

Control relay functions associated with one of the 8 testing groups shall be bypassed.

The control unit shall indicate a trouble condition.

The alarm activation of any initiating device in the testing group shall cause the audible notification appliances assigned only to that group to sound a code to identify the device or zone.

The unit shall automatically reset itself after signaling is complete.

Any opening of an initiating device or notification appliance circuit wiring shall cause the audible signals to sound for 4 seconds indicating the trouble condition.

9. Monitoring: FACP shall individually monitor sensors for calibration, sensitivity, and alarm condition, and shall individually adjust for sensitivity. The control unit shall determine the condition of each sensor by comparing the sensor value to the stored values.

10. Environmental Compensation: The FACP shall maintain a moving average of the sensor's smoke chamber value to automatically compensate for dust, dirt, and other conditions that could affect detection operations.

11. Programmable Sensitivity:  Photoelectric Smoke Sensors shall have 7 selectable sensitivity levels ranging from 0.2% to 3.7%, programmed and monitored from the FACP.   As this will affect the long term life span of the Sensor, supplier unable to provide this range shall needs to include another 20% spare Sensors on top of the extra materials as in clause 1.6,  to compensate for the short change of features.

12. Sensitivity Testing Reports:  The FACP shall provide sensor reports that meet NFPA 72 calibrated test method requirements.

13. The FACP shall automatically indicate when an individual sensor needs cleaning.   The system shall provide a means to automatically indicate when a sensor requires cleaning.  When a sensor's average value reaches a predetermined value, 3 progressive levels of reporting : Almost Dirty, Dirty and excessively dirty

14. The FACP shall continuously perform an automatic self-test on each sensor that will check sensor electronics and ensure the accuracy of the values being transmitted. Any sensor that fails this test shall indicate a "SELF TEST ABNORMAL" trouble condition.

15. Programmable bases: It shall be possible to program relay and sounder bases to operate independently of their associated sensor.  The address of the Sensor shall be located on the base to avoid maintainance problem during cleaning or replacement, Supplier providing address on the Sensor head are not acceptable and needs to provide additional two years of free warranty maintenance in the tender offer as well as no engineering charges when selling preprogram address on the replacement Sensor after warranty expires for another two years

16. Magnet test activation of smoke sensors shall be distinguished by its label and history log entry as being activated by a magnet.

1.6. MAINTENANCE SERVICE

3. Maintenance Service Contract: Provide maintenance of fire alarm systems and equipment for a period of 12 months, using factory-authorized service representatives.

1.7. EXTRA MATERIALS

1. General: Furnish extra materials, packaged with protective covering for storage, and identified with labels clearly describing contents as follows:

2. Smoke Detectors or Sensors, Fire Detectors, and Flame Detectors: Furnish quantity equal to 10 percent of each type and number of units installed but not less than one of each type.

3. Detector or Sensor Bases: Furnish quantity equal to 2 percent of each type and number of units installed but not less than one of each type.

PART 2 –  PRODUCTS

1.8. FIRE ALARM CONTROL PANEL (FACP)

1. General: Comply with UL 864 9th Edition, "Control Units and Accessories for Fire Alarm Systems".

2. The following FACP hardware shall be provided:
· Power Limited base panel with red cabinet and door, 240 VAC input power.
· 2,500 point capacity where (1) point equals (1) monitor (input) or (1) control (output).

· Support up to 10 Addressable Loop

· 2,500 points of Network Annunciation at FACP Display when applied as a Network Node

· 2,000 points of annunciation where one (1) point of annunciation equals:
· 1 LED driver output on a graphic driver or 1 switch input on a graphic switch input module.
· 1 LED on panel or 1 switch on panel.

· From all battery charging circuits in the system provide battery voltage and ammeter readouts on the FACP LCD Display
· Where required provide Intelligent Remote Battery Charger for charging up to 110Ah batteries.
· Power Supplies with integral intelligent Notification Appliance Circuit Class B for system expansion.
· The FACP shall support (5) RS-232-C ports and one service port.
· Remote Unit Interface: supervised serial communication channel for control and monitoring of remotely located annunciators and I/O panels.
· Modular Network Communications Card support Hardwired, Multi mode and Single Mode Single mode connections
· Provides Options for IP Base Network Communications that can goes up to 100mbs communication speed for Ethernet, Hardwired, Multi and Single Mode Fibre Optic Connections

· Service Port Modem for dial in passcode access to all fire control panel information.
· Provide a complete addressable microprocessor-based fire alarm system with initiating devices, notification appliances, and monitoring and control devices as indicated on the drawings and as specified herein.
· Support both Conventional as well as Addressable Notifications

· Support Conventional Zone cards that takes up one address and can connect up to 8 Conventional zone.

4. Power Requirements

· The control unit shall receive AC power via a dedicated fused disconnect circuit.  The Power supply shall be autovoltage type able to adapt from 110Vac to 240Vac.
· The system shall be provided with sufficient battery capacity to operate the entire system upon loss of normal AC power in a normal supervisory mode for a period of 24hours with 5 minutes of alarm operation at the end of this period. The system shall automatically transfer to battery standby upon power failure. All battery charging and recharging operations shall be automatic.

· All circuits requiring system-operating power shall be 24 VDC nominal voltage and shall be individually fused at the control unit.

· The incoming power to the system shall be supervised so that any power failure will be indicated at the control unit. A green "power on" LED shall be displayed continuously at the user interface while incoming power is present.

· The system batteries shall be supervised so that a low battery or a depleted battery condition, or disconnection of the battery shall be indicated at the control unit and displayed for the specific fault type.

· The system shall support NAC Lockout feature to prevent subsequent activation of Notification Appliance Circuits after a Depleted Battery condition occurs in order to make use of battery reserve for front panel annunciation and control.

· The NAC circuits shall be come in modular format of 3 circuits each and can add up to minimum of 24 Circuits per power supply.   Alternatively the same power supply shall be able to support addressable NAC circuits as well.
· The system shall support 100% of addressable devices in alarm or operated at the same time, under both primary (AC) and secondary (battery) power conditions.  The systems shall be capable of charging batteries from 20Ah to minimum of 100Ah.
· Loss of primary power shall sound a trouble signal at the FACU. FACU shall indicate when the system is operating on an alternate power supply.
· The Power supply should comes with on board LED to help troubleshoot the typical conditions without having to interrogate the panel.

5. Software: The fire alarm system shall allow for loading and editing instructions and operating sequences as necessary.
· The system shall be capable of on-site programming to accommodate system expansion and facilitate changes in operation.

· All software operations shall be stored in a non-volatile programmable memory within the fire alarm control unit. Loss of primary and secondary power shall not erase the instructions stored in memory.

· Panels shall be capable of full system operation during new site specific configuration download, master exec downloads, and slave exec downloads.

· Panels shall automatically store all program changes to the panel’s non-volatile memory each time a new program is downloaded. Panels shall be capable of storing the active site-specific configuration program and no less than 9 previous revisions in reserve. A compare utility program shall also be available to authorized users to compare any two of the saved programs. The compare utility shall provide a deviation report highlighting the changes between the two compared programs.

· Panels shall provide electronic file storage with a means to retrieve a record copy of the site-specific software and up to 9 previous revisions. Sufficient file storage shall be provided for other related system documentation such as record drawings, record of completion, owner’s manuals, testing and maintenance records, etc.

· The media used to store the record copy of site-specific software and other related system documentation shall be electrically supervised. If the media is removed a trouble shall be reported on the fire alarm control unit.
6. History Logs: The system shall provide a means to recall alarms and trouble conditions in chronological order for the purpose of recreating an event history. A separate alarm and trouble log shall be provided.
7. Recording of Events: The system shall be capable of recording all alarm, supervisory, and trouble events by means of system printer. The printout shall include the type of signal (alarm, supervisory, or trouble) the device identification, date and time of the occurrence. The printout shall differentiate alarm signals from all other printed indications. 
8. Required Functions: The following are required system functions and operating features:

· Priority of Signals: Fire alarm events have highest priority Subsequent alarm events are queued in the order received and do not affect existing alarm conditions. Priority Two, Supervisory and Trouble events have second, third, and fourth-level priority, respectively. Signals of a higher-level priority take precedence over signals of lower priority even though the lower-priority condition occurred first. Annunciate all events regardless of priority or order received.

· Noninterfering: An event on one zone does not prevent the receipt of signals from any other zone. All zones are manually resettable from the FACU after the initiating device or devices are restored to normal. The activation of an addressable device does not prevent the receipt of signals from subsequent addressable device activations.

· Transmission to an approved Supervising Station: Automatically route alarm, supervisory, and trouble signals to an approved supervising station service provider, under another contract.

· Annunciation: Operation of alarm and supervisory initiating devices shall be annunciated at the FACU and the remote annunciator, indicating the type of device, the operational state of the device (i.e. alarm, trouble or supervisory) and shall display the custom label associated with the device.

· Selective Alarm: A system alarm shall include:

· Indication of alarm condition at the FACU and the annunciator(s).

· Identification of the device /zone that is the source of the alarm at the FACU and the annunciator(s).

· Operation of audible and visible notification appliances until silenced at FACU.

· Closing doors normally held open by magnetic door holders]

· Unlocking designated doors.

· Shutting down supply and return fans 

· Closing smoke dampers on system 

· Initiation of smoke control sequence.

· Transmission of signal to the supervising station.

· Initiation of elevator Phase I functions

· Supervisory Operations: Upon activation of a supervisory device such as a fire pump power failure,low air pressure switch, and tamper switch, the system shall operate as follows:

· Activate the system supervisory service audible signal and illuminate the LED at the control unit and the remote annunciator.

· Pressing the Supervisory Acknowledge Key will silence the supervisory audible signal while maintaining the Supervisory LED "on" indicating off-normal condition.

· Record the event in the FACU historical log.

· Transmission of supervisory signal to the supervising station.

· Restoring the condition shall cause the Supervisory LED to clear and restore the system to normal.

· Alarm Silencing: If the "Alarm Silence" button is pressed, all audible alarm signals shall cease operation.

· Priority Two Operations: Upon activation of a priority two condition such asgas detection, chemical leak detection, intrusion alert, the system shall operate as follows:

· Activate the system priority two audible signal and illuminate the LED at the control unit and the remote annunciator.

· Pressing the Priority 2 Acknowledge Key will silence the audible signal while maintaining the Priority 2 LED "on" indicating off-normal condition.

· Record the event in the FACU historical log.

· Transmission of priority two signal to the supervising station.

· Restoring the condition shall cause the Priority 2 LED to clear and restore the system to normal.

· System Reset

· The "System Reset" button shall be used to return the system to its normal state. Display messages shall provide operator assurance of the sequential steps ("IN PROGRESS", "RESET COMPLETED") as they occur.  The system shall verify all circuits or devices are restored prior to resetting the system to avoid the potential for re-alarming the system.  The display message shall indicate "ALARM PRESENT, SYSTEM RESET ABORTED."

· Should an alarm condition continue, the system will remain in an alarmed state.

· A manual evacuation (drill) switch shall be provided to operate the notification appliances without causing other control circuits to be activated.

· WALKTEST: The system shall have the capacity of 8 programmable passcode protected one person testing groups, such that only a portion of the system need be disabled during testing.  The actuation of the "enable one person test" program at the control unit shall activate the "One Person Testing" mode of the system as follows:

· The city circuit connection and any suppression release circuits shall be bypassed for the testing group.

· Control relay functions associated with one of the 8 testing groups shall be bypassed.

· The control unit shall indicate a trouble condition.

· The alarm activation of any initiating device in the testing group shall cause the audible notification appliances assigned only to that group to sound a code to identify the device or zone.

· The unit shall automatically reset itself after signaling is complete.

· Any opening of an initiating device or notification appliance circuit wiring shall cause the audible signals to sound for 4 seconds indicating the trouble condition.

· Install Mode: The system shall provide the capability to group all non-commissioned points and devices into a single "Install Mode" trouble condition allowing an operator to clearly identify event activations from commissioned points and devices in occupied areas.

· It shall be possible to individually remove points from Install Mode as required for phased system commissioning.

· It shall be possible to retrieve an Install Mode report listing that includes a list of all points assigned to the Install Mode. Panels not having an install mode shall be reprogrammed to remove any non-commissioned points and devices.
1.9. REMOTE LCD ANNUNCIATOR
1. Provide a remote LCD Annunciator, [where required,][none] with the same "look and feel" as the FACU operator interface.  The Remote LCD Annunciator shall use the same Primary Acknowledge, Silence, and Reset Keys; Status LEDs and LCD Display as the FACU.

2. Annunciator shall have super-twist LCD display with two lines of 40 characters each.  Annunciator shall be provided with four (4) programmable control switches and associated LEDs.
3. Under normal conditions the LCD shall display a "SYSTEM IS NORMAL" message and the current time and date.

4. Should an abnormal condition be detected the appropriate LED (Alarm, Supervisory or Trouble) shall flash.  The unit audible signal shall pulse for alarm conditions and sound steady for trouble and supervisory conditions.
5. The LCD shall display the following information relative to the abnormal condition of a point in the system:

6. 40 character custom location label.

7. Type of device (e.g., smoke, pull station, waterflow).

8. Point status (e.g., alarm, trouble).
9. Operator keys shall be key switch enabled to prevent unauthorized use.  The key shall only be removable in the disabled position.  Acknowledge, Silence and Reset operation shall be the same as the FACU.
1.10. NETWORK ANNUNCIATORS

1. Network Display Unit (NDU) shall contain the following features:

a. 80 column by 2 line LCD display to indicate alarm, supervisory, and component status messages and shall include a keypad for use in entering and executing control commands.

b. Capacity to annunciate 12,000 network points and/or point lists.

c. Historical event logs shall maintain separate 1,250 Alarm and 1,250 Trouble events.

d. The network shall provide a means to log into any node on the system via a laptop computer and have complete network access (Set Host) for diagnostics, maintenance reporting, and information gathering of all nodes in the system. Systems not meeting this requirement must provide all diagnostic tools required to support this function from selected points on the network.

e. The Network Display Unit shall support up to (5) RS-232-C ports and one service port. All (5) RS-232 Ports shall be capable of two-way communications. RS-232-C printer ports shall provide activity log and on demand report print-outs for all network activity.

f. A Remote Unit Interface shall be available to provide supervised serial communication channel for control and monitoring of remotely located annunciators and I/O panels.

g. Cabinet: Lockable steel enclosure. Arrange unit so all operations required for testing or for normal care and maintenance of the system are performed from the front of the enclosure. If more than a single unit is required to form a complete control unit, provide exactly matching modular unit enclosures.

h. Supplemental Notification and Remote User Access (Fire Panel Internet Interface).

· The Network Display Unit shall have the capability to provide supplemental notification and remote user access to the FACU using Ethernet and TCP/IP communications protocol compatible with IEEE Standard 802.3.

· A standard RJ-45 Ethernet connection shall connect to the owner's Ethernet network. Provisions for that connection must be provided at each fire alarm control unit as part of the contract.

· Operation shall be as described under Section 1.5 SYSTEM OPERATION; Supplemental Notification and Remote User Access (Fire Panel Internet Interface).

1.11. NETWORK COMMAND GRAPHICAL WORKSTATION

9. The Graphical Workstation shall consist of:

Hardware

a. UL 864 Listed for Annunciation and Control.
b. Industrial Grade Intel i7 2.10 GHZ Desktop (minimum) Personal Computer with detachable keyboard and mouse with required operating system

c. [Intel i7 PC and CPU Motherboard with 9 Expansion Slots ( 8 PCI, 3 PCI x 1 and 1 PCI x 16 slot, integral audio and amplified speakers, and Dual Video Outputs Expansion Slots, integrated internal speakers
d. One 1 TB Hard Drives (minimum) capacity 
e. CD/DVD Read/Write

f. 4GB RAM (minimum) with 6 MB CPU Cache

g. Onboard Video for up to two displays with optional dual video card for up to four displays

h. Intel i7 PC with6 available USB Ports,1 Dedicated for Security Dongle

i. Two Gigabit LAN Ports to support Remote Clients over Ethernet

j. Integrated email Notification Service

k. Parallel Port (Intel i7 PC only) or Serial Port for Event, Graphics and Report Printer
l. Connection to the Fire Detection network shall be capable of both PCI on board Network card or thru RJ45 to either the nearest panel or a standalone external network interface.

Software

a. Field editor for graphics representations with ability to Import and Export AutoCAD graphic files

b. AutoCAD File Import shall support importing of DWG files up to AutoCAD Version 2011 and DXF files in AutoCAD Version R14 or 2000 formats

c. AutoCAD File Export shall support DWG/DXF file export in AutoCAD 2000 format for compatibility with any AutoCAD Version 2000 or higher programs

d. Workstation shall provide Complex Password Support.  This shall require 8 to 16 characters of at least 1 Upper Case character and at least 1 Lower Case character and at least 1 Number.  Special characters shall be allowed. Complex Password shall be configurable for lockout after a specified number of unsuccessful attempts and a Trouble condition shall be reported when the number of unsuccessful attempts is exceeded

e. A fully functional Network Node communicating on the network. Capability to interface with up to seven (7) Network Loops on Intel i7 Workstations Network Loops on  All-in-One Workstations. Subordinate units operating from a node fire alarm control unit are not acceptable.

10. The graphical workstation shall be capable of the following operations:

a. Dynamic pan-and-zoom operation, systems that require multiple graphic screens for each zoom-in/zoom-out view are not acceptable

b. Ability to create predefined zoom levels for rapid zoom into predefined areas within a graphic screen

c. Ability to automatically jump to a graphic screen or a predefined zoom level within a screen for each device upon an abnormal status change

d. All-in-One Workstation support for Dual monitor operation] with floatable/dockable windows allowing individual windows to be simultaneously displayed on up to two separate monitors as needed.

e. At minimum the graphical workstation shall be able to display;

f. The Main Banner with an Active List, a Graphic Screen, a Test Mode Screen, a Historical Log or System Report, or an Active Web Page (such as a webcam video display) separately on up to 2/4 individual monitors, or

g. The graphical workstation shall be able to run and display up to 20 client/server instances with each client instance displayed on individual monitors

h. Information displayed for Point Status, Control, Alarm Lists, Historical Logs, and Reports shall be capable of being sorted by individual categories of information; e.g., Number, Time, Date, Event, Detail, Status, etc.

i. Information displayed for Point Status, Control, Alarm Lists, Historical Logs, Test Mode and Reports shall be capable of being exported to XML for record keeping and report customization

j. Ability to assign operator preferences on a per operator basis. The selectable operator preferences shall be:

k. Font Size: Small or Large

l. Toolbar Size: Small or Large

m. User Interface Theme: MS Office 2003 or System Theme

n. Menu Bar and Toolbar Options:  Show/Hide Menu bar, Show/Hide Toolbar

o. Graphic files shall be capable of being modified in the graphical workstation editor or exported back to AutoCAD file formats where files can be edited in AutoCAD and re-imported for system changes and upgrades

p. It shall be possible to import a custom site-specific system banner bitmap used to display a corporate logo or other user preferred system banner background

q. It shall be possible to import a custom site-specific main screen bitmap used to display a corporate logo, facility photograph and layout, or other user preferred main screen background image

r. The graphical workstation shall have an option for a configurable inactivity timer that automatically logs out inactive users based on a pre-defined inactivity time limit. When no user is logged in, the graphical workstation shall provide view access to system activity. Login to the system shall be required for access to additional control operations.

s. It shall be possible to assign a different WAV file notification signal for each abnormal event category; Fire, Priority 2, Supervisory or Trouble, that shall be played at the Server and Remote Clients.

t. The graphical workstation shall be capable of displaying separate Active List for Alarm, Priority 2, Supervisory, and Trouble event categories. Each Active List event category shall be capable of displaying up to 2,900 events.

11. The Graphical Workstation shall operate by receiving system events and displaying specified graphic representations of the building(s), and system devices. Individual system events shall include a description of the building or area associated with each point in the workstation's views and reports

a. The workstation monitor shall be mouse operated and serve as the interactive interface between the operator and the network system. From the touch screen or mouse the operator shall be able to perform the following tasks:

b. Silence signals

c. Acknowledge all alarm supervisory and trouble events and return to normal conditions

d. Log operator notes associated with individual event activity

e. Select a command link from a graphic screen to call-up an associated web-page, web-camera, or web-link. The web page command link shall be capable of being manually operated or operated automatically when the graphic screen is loaded.

f. Reset system

g. Display list menus

h. Select the individual message screens

i. Perform manual operation of system(s) control points

j. Enable points into Test Mode to allow testing of selective devices without nuisance interruptions to the workstation operator
k. Test Mode events shall be recorded in the background to the workstation’s historical logs
l. Test mode historical log events shall be flagged with a Test Mode Indicator for easy identification

m. Request the "HELP" menu

n. Perform operator login / logout

o. Generate reports that can be printed or saved as an electronic text file. Reports shall include Historical Log, Analog Device Status Report, Analog Device Service Report, AMZ Calibration Report, and Active List Report.

p. Connect (Set Host) to other nodes

q. Perform graphic editing functions

r. Set the system time and date
s. The unit shall be equipped with at least seven (7) levels of password-protected access.
12. Remote Ethernet Client Support: 
a. The Graphical Workstation server shall be capable of supporting up to 20 Simultaneous Remote Client Connections over Ethernet. When the maximum simultaneous client connections have been reached a notice shall be communicated to any additional client connection attempts indicating the  connection capacity limit has been reached.

b. Remote Clients shall be configurable for "Restricted Feature" view only or for "Protected Feature" full control operation.

c. Each Remote Client shall be configurable for Supervised or Unsupervised operation. Loss of communication with a Supervised client shall be indicated at both the server and the remote supervised client. Loss of communication to an Unsupervised client shall be indicated at the remote client only.

d. Remote Client operation shall be independent of the server whereas an operator at the remote client location shall be able to view graphics and text and control the system, independent of the server.

e. It shall be possible to vector information to Remote Supervised Clients by selecting which points and/or event categories (Alarm, Priority 2, Supervisory, Trouble) are to be displayed at each Remote Supervised Client.

f. A minimum 3 Mb/s connection speed shall be provided to Remote Clients

g. Logins/Logouts at Remote Clients shall be logged in the Historical Log. Supervised Clients shall be specified by client name.

h. The Graphical Workstation server shall be capable of supporting both Agency Listed Fire Alarm Ethernet LAN Applications and Supplemental Annunciation over the Customer's Ethernet LAN/WAN. Where a Fire Alarm Ethernet LAN is specified only Agency Listed Ethernet hardware shall be installed.

i. 3rd Party Ethernet Client Support. The Graphical Workstation shall support an open protocol 3rd Party Interface solution including software development tools that allow advanced users the ability to develop an interface for the purpose of accessing data and status information directly from the Graphical Workstation. Up to 5 concurrent 3rd Party Client connections shall be supported.

13. Mobile Client Support.  
a. The Graphical Workstation shall support both Apple iPhones and iPads, and Android phones and tablets.  
b. This support shall include providing fire alarm network annunciation and limited control through a compatible 3G and 4G cellular service via VPN (virtual private network) connection.  
c. Mobile Client Support shall connect an essentially unlimited number of TSW Mobile Clients for simultaneous status information access. 
d. Limited control function shall be accessible by password controlled login and by designated mobile device.

1.13. GRAPHIC ANNUNCIATOR - LED TYPE

1. Annunciator Unit, zoned system: Provide an LED-indicating light located on the floor plan for each zone. Mark zone boundaries on the annunciator floor plan.

2. Annunciator Unit, addressable system: Provide an LED-indicating light located on the floor plan for each device indicating the type of device and floor on which a signal was actuated.

3. Provide individual LED indicators for each alarm and supervisory device or zone and a LED to indicate system trouble. Additional LEDs indicate normal power and emergency power modes for the system. A toggle or push-button switch tests the LEDs mounted on the unit. The test switch does not require key operation.

4. Enclosure: Finish to match Fire Alarm Control Units. The locking cover/display assembly is hinged on the left. Key and lock shall be common to all secured fire alarm system enclosures.

5. Graphic Annunciator LED/Switch Control Modules

6. In systems with two or more Annunciators and/or Command Centers, each Annunciator/Command Center shall be programmable to allow multiple Annunciators/ Command Centers to have equal operation priority or to allow hierarchal priority control to be assigned to individual Annunciator/Command Center locations.

1.14. SYSTEM PRINTER

1. Provide a dot-matrix type, listed and labeled as an integral part of the fire alarm system.

1.16. ADDRESSABLE BREAKGLASS
1. These addressable manual Callpoints/PullStations, with built in compact communications module and connected directly on the addressable loop of the FACU. 

2. EMI Compatibility Have both Surface or flush mounting options

3. Test key allows the Callpoint/PullStation to be tested without breaking the glass

4. Requires a special key to open the Callpoint/PullStations
5. With LED on breakglass to indicate Alarm Status

6. Power and Signal tapped from addressable Loop

7. Red in Color.

8. Address setting by Dip Switch.

1.17. ADDRESSABLE SMOKE SENSORS

1. General: Comply with Minimum UL 268 6th Edition, "Smoke Detectors for Fire Protective Signaling Systems." Include the following features:

2. Factory Nameplate: Serial number and type identification.

3. Operating Voltage: 24 VDC, nominal.

4. Monitoring: FACU shall individually monitor sensors for calibration, sensitivity, and alarm condition, and shall individually adjust for sensitivity. The control unit shall determine the condition of each sensor by comparing the sensor value to the stored values.

5. Environmental Compensation: The FACU shall maintain a moving average of the sensor's smoke chamber value to automatically compensate for dust, dirt, and other conditions that could affect detection operations.

6. Programmable Sensitivity:  Photoelectric Smoke Sensors shall have 7 selectable sensitivity levels ranging from 0.2% to 3.7%, programmed and monitored from the FACU.

7. Sensitivity Testing Reports:  The FACU shall provide sensor reports that meet NFPA 72 calibrated test method requirements.
8. Reports shall be capable of being printed for annual recording and logging of the calibration maintenance schedule.

9. Self-Restoring: Detectors do not require resetting or readjustment after actuation to restore normal operation.

10. Plug-In Arrangement: Sensor and associated electronic components are mounted in a module that connects to a fixed base with a twist-locking plug connection. Base shall provide break-off plastic tab that can be removed to engage the head/base locking mechanism.  No special tools shall be required to remove head once it has been locked. Removal of the detector head shall interrupt the supervisory circuit of the fire alarm detection loop and cause a trouble signal at the control unit.

11. Each sensor base shall contain an LED that will flash each time it is scanned by the Control Unit (once every 4 seconds). In alarm condition, the sensor base LED shall be on steady.
12. Each sensor base shall contain a magnetically actuated test switch to provide for easy alarm testing at the sensor location. 
13. The address of the Sensor shall be located on the base to avoid maintenance problem during cleaning or replacement.
14. Each sensor shall be scanned by the Control Unit for its type identification to prevent inadvertent substitution of another sensor type. Upon detection of a "wrong device", the control unit shall operate with the installed device at the default alarm settings for that sensor; 2.5% obscuration for photoelectric sensor, 135-deg F and 15-deg F rate-of-rise for the heat sensor, but shall indicate a "Wrong Device" trouble condition.

15. The sensor's electronics shall be immune from nuisance alarms caused by EMI and RFI.

16. Sensors include a communication transmitter and receiver in the mounting base having a unique identification and capability for status reporting to the FACP. Sensor address shall be located in base to eliminate false addressing when replacing sensors.

17. Removal of the sensor head for cleaning shall not require the setting of addresses.

18. The FACU shall automatically indicate when an individual sensor needs cleaning.   The system shall provide a means to automatically indicate when a sensor requires cleaning.  When a sensor's average value reaches a predetermined value, (3) progressive levels of reporting are provided.  
19. The first level shall indicate if a sensor is close to a trouble reporting condition and will be indicated on the FACU as "ALMOST DIRTY."  This condition provides a means to alert maintenance staff of a sensor approaching dirty without creating a trouble in the system.  
20. If this indicator is ignored and the second level is reached, a "DIRTY SENSOR" condition shall be indicated at the FACU and subsequently a system trouble is reported [to the Supervising Station. The sensor base LED shall glow steady giving a visible indication at the sensor location. The "DIRTY SENSOR" condition shall not affect the sensitivity level required to alarm the sensor.  
21. If a "DIRTY SENSOR" is left unattended, and its average value increases to a third predetermined value, an "EXCESSIVELY DIRTY SENSOR" trouble condition shall be indicated at the control unit.

22. The FACU shall continuously perform an automatic self-test on each sensor that will check sensor electronics and ensure the accuracy of the values being transmitted. Any sensor that fails this test shall indicate a "SELF TEST ABNORMAL" trouble condition.

1.18. ADDRESSABLE MULTI-POINT/MULTI-SENSOR/MULTI-CRITERIA SENSOR

1. Smoke and heat sensing shall be available to be combined in a single housing to provide smoke activity accurately monitored by photoelectric sensing technology and thermal activity accurately monitored by thermistor sensing technology.

2. A correlation algorithm of smoke activity and thermal activity shall be provided for intelligent fire detection earlier than with either technology activity alone but shall provide software and programming capabilities to help reduce nuisance alarms.

3. Individual sensor information shall be processed by the host fire alarm control unit to determine sensor status and to determine whether conditions are normal, off-normal, or alarm.

4. Analog information from each sensor type shall be digitally communicated to the control panel where it is to be analyzed.  Photoelectric sensor input is to be stored and tracked as an average value with an alarm or abnormal condition being determined by comparing the sensor’s present value against its average value. Thermal data is to be processed to look for absolute or rate-of-rise temperature as desired.

5. Monitoring each photoelectric sensor’s average value shall provide a software filtering process that compensates for environmental factors (dust, dirt, etc.) and component aging, which shall provide an accurate reference for evaluating new activity. The intent of this process is to be a significant reduction in the probability of false or nuisance alarms caused by shifts in sensitivity, either up or down. Status indications of dirty and excessively dirty shall be automatically generated allowing maintenance to be performed on a per device basis.

6. Peak activity per sensor shall be stored by the host fire alarm control unit to assist in evaluating specific locations where the alarm set point for each sensor shall be capable of being determined at the control panel, and selectable as more or less sensitive as the individual application requires.

7. Alarm set points shall be programmed for timed automatic sensitivity selection (such as more sensitive at night, less sensitive during day). Control panel programming shall also provide multi-stage operation per sensor, for example a 0.2% level may cause a warning to prompt investigation while a 2.5% level may initiate an alarm.

8. Combination smoke and heat sensors Rate-of-rise temperature characteristic shall be selectable at fire-alarm control unit for 15 or 20 deg F (8 or 11 deg C) per minute.  The fixed-temperature sensing shall be independent of rate-of-rise sensing and shall be settable at fire-alarm control unit to operate at 135 or 155 deg F (57 or 68 deg C).

9. Bases: CO Sensor, relay output, sounder, 520 Hz Sounder, and isolator bases shall be supported alternatives to the standard base.

1.19. ADDRESSABLE HEAT SENSORS

1. General Requirements for Heat Detectors:  Comply with UL 521.
2. Thermal Sensor Combination type: Fixed-temperature and rate-of-rise unit with plug-in base and alarm indication lamp; Actuated by either a fixed temperature of 135 deg F (57 deg C) or a rate of rise that exceeds 15 deg F (8 deg C) per minute unless otherwise indicated.

3. Thermal sensor shall be of the epoxy encapsulated electronic design.  It shall be thermistor-based, rate-compensated, self-restoring and shall not be affected by thermal lag.  Selectable rate compensated, fixed temperature sensing with or without rate-of-rise operation.

4. Mounting: Twist-lock base interchangeable with smoke-sensor heads.

5. Integral Addressable Module:  Arranged to communicate detector status (normal, alarm, or trouble) to fire-alarm control unit.

6. Sensor fixed temperature sensing shall be independent of rate-of-rise sensing and programmable to operate at 135-deg F or 155-deg F. 
7. Sensor rate-of-rise temperature detection shall be selectable at the FACU for either 15-deg F or 20-deg F per minute.

8. Sensor shall have the capability to be programmed as a utility monitoring device to monitor for temperature extremes in the range from 32-deg F to 155-deg F.

9. Unless otherwise indicated, sensors shall be analog-addressable type, individually monitored at fire-alarm control unit for calibration, sensitivity, and alarm condition and individually adjustable for temperature by fire-alarm control unit.

1. Rate-of-rise temperature characteristic shall be selectable at fire-alarm control unit for 15 or 20 deg F (8 or 11 deg C) per minute.

2. Fixed-temperature sensing shall be independent of rate-of-rise sensing and shall be settable at fire-alarm control unit to operate at 135 or 155 deg F (57 or 68 deg C).

3. Provides Optional Model  for application that requires 190° F (88° C) set point

1.20. ADDRESSABLE CIRCUIT INTERFACE MODULES

1. Addressable Circuit Interface Modules: Arrange to monitor or control one or more system components that are not otherwise equipped for addressable communication. Modules shall be used for monitoring of waterflow, valve tamper, non-addressable devices, and for control of AHU systems.

2. Addressable Circuit Interface Modules will be capable of mounting in a standard electric outlet box. Modules will include cover plates to allow surface or flush mounting. Modules will receive their operating power from the signaling line circuit or a separate two wire pair running from an appropriate power supply, as required.

3. There shall be the following types of modules:

a. Type 1: Monitor Circuit Interface Module:
· For conventional 2-wire smoke detector and/or contact device monitoring with Class B or Class A wiring supervision. The supervision of the zone wiring will be Class B. This module will communicate status (normal, alarm, trouble) to the FACU.

· For conventional 4-wire smoke detector with Class B wiring supervision. The module will provide detector reset capability and over-current power protection for the 4-wire detector. This module will communicate status (normal, alarm, trouble) to the FACU.

b. Type 2: Line Powered Monitor Circuit Interface Module
· This type of module is an individually addressable module that has both its power and its communications supplied by the two wire signaling line circuit. It provides location specific addressability to an initiating device by monitoring normally open dry contacts. This module shall have the capability of communicating four zone status conditions (normal, alarm, current limited, trouble) to the FACU.

· This module shall provide location specific addressability for up to five initiating devices by monitoring normally closed or normally open dry contact security devices.  The module shall communicate four zone status conditions (open, normal, abnormal, and short).  The two-wire signaling line circuit shall supply power and communications to the module.

c. Type 3:  Single Address Multi-Point Interface Modules

· This multipoint module shall provide location specific addressability for four initiating circuits and control two output relays from a single address.  Inputs shall provide supervised monitoring of normally open, dry contacts and be capable of communicating four zone status conditions (normal, open, current limited, and short). The input circuits and output relay operation shall be controlled independently and disabled separately.

· This dual point module shall provide a supervised multi-state input and a relay output, using a single address.  The input shall provide supervised monitoring of two normally open, dry contacts with a single point and be capable of communicating four zone status conditions (normal, open, current limited, and short).  The two-wire signaling line circuit shall supply power and communications to the module.

· This dual point module shall monitor an unsupervised normally open, dry contact with one point and control an output relay with the other point, using a single address. The two-wire signaling line circuit shall supply power and communications to the module.

d. Type 4: Line Powered Control Circuit Interface Module

· This module shall provide control and status tracking of a Form "C" contact.  The two-wire signaling line circuit shall supply power and communications to the module.

e. Type 5: 4-20 mA Analog Monitor Circuit Interface Module
· This module shall communicate the status of a compatible 4-20 mA sensor to the FACU.  The FACU shall annunciate up to three threshold levels, each with custom action message; display and archive actual sensor analog levels; and permit sensor calibration date recording.

4. All Circuit Interface Modules shall be supervised and uniquely identified by the control unit. Module identification shall be transmitted to the control unit for processing according to the program instructions.  Modules shall have an on-board LED to provide an indication that the module is powered and communicating with the FACU.  The LEDs shall provide a troubleshooting aid since the LED blinks on poll whenever the peripheral is powered and communicating.

1.21. ADDRESSABLE SENSOR BASES
1. Standard base - Twist lock addressable base with address selection DIP switch accessible from front with sensor removed. Integral red LED for power-on (pulsing), or alarm or trouble (steady on). Locking anti-tamper design mounts on standard outlet box.

2. Sensor Base with remote device connection - All standard base features with wired connection for either a Remote LED alarm indicator or remote relay (relay is unsupervised and requires separate 24VDC)

3. Supervised Relay Bases - All standard base features and shall be available in either a 4-Wire Sensor Base to use with remote or locally mounted relay; requires separate 24 VDC, or as a 2-Wire Sensor Base to use with remote or locally mounted  relay; no separate power required. Supervised relay operation shall be programmable and shall be manually operated from control panel.

4. Sensor base with built-in electronic alarm sounder - All standard base features and piezoelectric sounder shall provide high output (88 dBA) with low current requirements (20 mA). Sounder shall be synchronized via SLC communications or by the NAC if NAC powered, sounder shall operation shall be programmable and shall be manually operated from control panel.

5. 520 Hz Sensor base with built-in electronic low frequency sounder - All standard base features and piezoelectric sounder shall provide a low frequency  520 Hz Square Wave (85 dBA) with nominal current requirements (115 mA). Sounder shall be synchronized via SLC communications or by the NAC if NAC powered, sounder operation shall be programmable and shall be manually operated from control panel.

a. Emitted tone shall be a 520Hz Square Wave signal in compliance with the requirements of the 2010 edition of NFPA 72 for sleeping areas.

b. The 520Hz Sounder base shall be listed to UL 268 and UL464, Audible Signal Appliances.

1.22. Build in Notification Features for future expansion or upgrades.

1. Addressable Notification Appliances 

2. Monitoring: 
a. The FACU shall monitor individual addressable notification appliances for status, condition, type of appliance, and configured appliance settings. A fault in any individual appliance shall automatically report a trouble condition on the FACU.

b. Individual Appliance Custom Label: Each addressable appliance shall have its own 40 character custom label to identify the location of the appliance and to aid in troubleshooting fault conditions.

c. Individual Appliance Information Display:

d. The FACU shall be capable of calling up detailed information for each addressable appliance including the appliance location, status, condition, type of appliance, and configured appliance settings.

e. Notification appliances that are not capable of communicating and reporting their individual location, status, condition, type of appliance, and configured appliance settings to the FACU shall not be accepted.

3. Programmable Appliance Settings:

a. The selectable operation of each addressable notification appliance shall be capable of being configured by the FACU without having to replace or remove the appliance from the wall or ceiling.

b. Programmable appliance settings for applicable addressable notification appliances shall include:

c. Operation:

· General Evac

· Alert

· User Defined

d. Style:

e. Indoor

· UL Weatherproof

· ULC Weatherproof

· Candela Selections:

f. Indoor: 15, 30, 75, 110, 135, or 185 cd (per UL1971)

g. UL Weatherproof:  15 or 75 cd (per UL1971), and 75 or 185 cd (per UL1638)

h. ULC Weatherproof: 20, 30 or 75 cd (per ULCS526)

i. Horn Volume:

· Hi

· Low

j. Horn Cadence:

· Temporal 3

· Temporal 4

· March Time 20 bpm

· March Time 60 bpm

· March Time 120 bpm

· Steady

· Horn Tone:

· 520 HZ 

· Bell 

· Slow Whoop

· Siren

· Hi / Lo
k. Systems that require replacement or removal of the appliances from the wall or ceiling to change their applicable operation or settings shall not be accepted

4. Programmable Notification Zones:

a. Changing the notification zone assigned to a notification appliance shall be configurable by the FACU and shall not require additional circuits or wiring.

b. Systems that require additional circuits and wiring to change the notification zone assigned to a notification appliance shall not be accepted.

c. Other Emergency and Non Emergency Notification:

d. Where required, notification appliances for purposes not related to fire alarm shall be capable of:

e. being connected to the same circuit as the fire alarm appliances, and

f. being individually configured for their intended use without requiring additional circuits or wiring.

g. Systems that require separate circuits and wiring for other Emergency and Non Emergency notification shall not be accepted

5. Addressable Notification Appliance Automated Self-Test:

a. The fire alarm control unit shall be capable of performing an automated functional self-test of  all self-test notification appliances and meet the requirements in NFPA 72, 2013 Edition, 14.2.8 Automated Testing and Table 14.4.3.2 testing requirements.

b. Test results for each self-test notification appliance shall be stored in non-volatile memory at the fire alarm control unit.

c. The fire alarm control unit shall be capable of running a functional automated test for all self-test notification appliances in a general alarm group or for all self-test appliances within a specific notification zone.

d. The duration required to complete the automated functional test for all self-test notification appliances shall be accomplished in 2 minutes or less.

e. The automated test results for all self-test notification appliances shall be available from the fire alarm control unit within 4 minutes from the start of the test.

f. If any notification appliance fails its automated functional self-test an audible and visual trouble signal shall be annunciated at the fire alarm control unit.

g. The self-test trouble signal shall be a latching trouble signal which requires manual restoration to normal.

6. Addressable Notification Appliance Reports:

a. The fire alarm control unit shall maintain configuration and test data for each self-test addressable notification appliance.

b. The fire alarm control unit shall be capable of generating configuration, self-test, and deficiency reports, that can be viewed through the fire alarm control unit user interface or printed via the fire alarm control unit service port.

c. At minimum, the configuration report shall include the following information applicable for each addressable notification appliance:

d. Point ID

· Custom Label

· Device Type

· Candela Setting

· At minimum, the self-test report shall include the following information applicable for each self-test notification appliance:

· Point ID

· Custom Label

e. Time and Date of last test

f. Pass / Fail results of last visual test

g. Pass / Fail results of last audible test

h. The fire alarm control unit shall also be capable of providing a deficiency report that includes a list of all self-test notification appliances that have failed self-test.

7. Magnet test: When the control unit is in diagnostic mode, the appliances shall be capable of being tested with a magnet. The magnet diagnostics shall:

· Briefly sound the individual horn to confirm the audible appliance operation
· Briefly flash the individual strobe to confirm visible appliance operation
1.23. INSTALLATION, GENERAL

1. Install system components and all associated devices in accordance with applicable NFPA Standards and manufacturer’s recommendations.

2. Installation personnel shall be supervised by persons who are qualified and experienced in the installation, inspection, and testing of fire alarm systems.  Examples of qualified personnel shall include, but not be limited to, the following:

a. Factory trained and certified personnel.

b. Personnel licensed or certified by state or local authority.

1.24. TRAINING

14. Provide the services of a factory-authorized service representative to demonstrate the system and train Owner's maintenance personnel as specified below.

a. Train Owner's maintenance personnel in the procedures and schedules involved in operating, troubleshooting, servicing, and preventive maintaining of the system. Provide a minimum of [8] hours' training.

b. Schedule training with the Owner at least seven days in advance.

1. END OF SECTION
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